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STAR Certificate
Registry Entry Form

The information below is provided as a companion to the CSA STAR Certificate.

Client Name:

Client Organizational Description (200 words or less):

Certificate Scope:

Verify CCM Version Used 

Confirm CAIQ Submitted (CAIQ Submission to Registry by client is mandatory). Confirmed

Expiry Date:

ISO/IEC 27001 Certificate Number

Certification Body:Certification Date: Certificate Number:

Country(ies):Number of Sites:

Client URL:

v3.0.1 v4.0
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