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STAR Certificate
Registry Entry Form

The information below is provided as a companion to the CSA STAR Certificate.

Client Name:

Client Organizational Description (200 words or less):

Certificate Scope:

Verify CCM Version Used 

Confirm CAIQ Submitted (CAIQ Submission to Registry by client is mandatory). Confirmed

Expiry Date:

ISO/IEC 27001 Certificate Number

Certification Body:Certification Date: Certificate Number:

Country(ies):Number of Sites:

Client URL:

v3.0.1 v4.0


	Text Field 22: www.github.com
	Text Field 23: GitHub, Inc.
	Text Field 26: May 5, 2025
	Text Field 30: 2024-020901
	Text Field 28: Coalfire Certification
	Text Field 27: June 27, 2023
	Text Field 29: 2024-020903
	Text Field 24: United States
	Text Field 25: 2
	Text Field 20: GitHub is the developer company. As the home to more than 83 million developers and 200 million repositories from across the globe, GitHub is where developers can create, share, and ship the best code possible. GitHub makes it easier to work together, solve challenging problems, and create the world’s most important technologies.
	Text Field 21: The certificate scope comprises the Information Security Management System (ISMS) and Privacy Information Management System (PIMS) supporting the operations underlying the following GitHub.com offerings: GitHub Enterprise Cloud (GHEC), GitHub Advanced Security (GHAS), and GitHub Actions. The organizational scope includes the Security, Engineering, and Legal teams affecting the ISMS and PIMS. These activities are governed by the implemented controls in accordance with the organizational Statement of Applicability which further extends to the additional controls defined within ISO/IEC 27018:2019, the Cloud Controls Matrix (version 4.0), and the processor controls within ISO/IEC 27701:2019.
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	R2: Off


