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STAR Certificate
Registry Entry Form

The information below is provided as a companion to the CSA STAR Certificate.

Client Name:

Client Organizational Description (200 words or less):

Certificate Scope:

Verify CCM Version Used 

Confirm CAIQ Submitted (CAIQ Submission to Registry by client is mandatory). Confirmed

Expiry Date:

ISO/IEC 27001 Certificate Number

Certification Body:Certification Date: Certificate Number:

Country(ies):Number of Sites:

Client URL:

v3.0.1 v4.0


	Text Field 22: https://www.hidglobal.com/
	Text Field 23: HID Global
	Text Field 26: October 14, 2026
	Text Field 30: 1581776-10
	Text Field 28: Schellman Compliance
	Text Field 27: October 15, 2023
	Text Field 29: 1581776-10
	Text Field 24: USA, India
	Text Field 25: 2
	Text Field 20: HID Global is the trusted leader in products, services, and solutions related to the creation, management, and use of trusted identities for customers worldwide.  HID Global is focused on creating customer value and is the supplier of chose for Original Equipment Manufacturers (OEMs), integrators, and developers serving a variety of markets that include physical access control; Information Technology (IT) security, which includes authentication management; card personalization; visitor management; government identification (ID); and identification technologies for a range of applications.  HID Global is a subsidiary of ASSA ABLOY Group brand.

ASSA ABLOY is a global company in door opening solutions with markets in Europe, North America, South America, China, and Australia.  ASSA ABLOY was formed in 1994 through the merger of ASSA in Sweden and Abloy in Finland.

HID Global is based in Austin, Texas, USA, with offices worldwide, including Stockholm, Sweden, Haverhill, United Kingdom; Krakow, Poland; and Bangalore and Chennai, India.

	Text Field 21: The scope of the CSA STAR certification is aligned to the scope of the information security management system (ISMS) that covers the information security framework for the activities relating to the development, provision, maintenance, and operations of the in-scope applications and services listed below, and in accordance with the statement of applicability, version Q, dated December 21, 2022. The ISMS preserves the confidentiality, integrity, availability (CIA), and privacy of  HID Global information assets and processes for the following services:
HID Origo Cloud Platform and Services:
• HID Origo Mobile Identities, HID Origo Management Portal, and HID Origo Connected Architecture
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