
The information below is provided as a companion to the CSA STAR Attestation.

Organization Name MPS Monitor srl Organization URL https://www.mpsmonitor.com/

Cloud Service Business Description (200 words or less)

MPS Monitor® is a leading SaaS platform for remote monitoring and management of printers and multifunctional devices. With more than
1,200,000 printing devices and 35 billion pages monitored each year on over 180,000 end users, MPS Monitor is one of the major IoT software
solutions globally for monitoring printing devices and the provision of Managed Print Services. MPS Monitor provides a comprehensive SaaS
platform for monitoring and managing printers, available on the cloud, and equipped with a full set of APIs for integrating external software
solutions. Its highly scalable and high-performing data collection technology allows Dealers/VARs, large end-users, manufacturers, and
retailers of printer consumables to satisfy any need associated with the management of printing devices, recording of page volumes, and
supply of toner in an automatic and controlled way. The MPS Monitor Cloud service is managed within an ISO/IEC 27001:2014 certified
Information Security Management System and guarantees full compliance with the EU General Data Protection Regulation (GDPR). Recently,
MPS Monitor successfully completed the System and Organization Controls 2 Type 1 (SOC 2 Type 1) audit. The company has collaborations
with key technology industry leaders, including Microsoft, HP, Okta, Asolvi and Zebra Technologies, while some of the industry’s most
respected organisations - including IDC, Quocirca and Keypoint Intelligence - have endorsed MPS Monitor’s solutions. 

Scope and Applicable Trust Service Principles and Criteria

Security, Availability, Confidentiality

Verify CCM Version Used Version 3.0.1 Version 4.0

Attestation Period (MM/DD/YYYY) From 06/01/2021 To 07/31/2022

Attestation Country IT CPA Firm Used A-LIGN

*All STAR Attestation Assessors must be CCSK Certified through CSA. Email address will be used for CCSK
validation purposes only and will not be retained or disclosed.


