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STAR Certificate
Registry Entry Form

The information below is provided as a companion to the CSA STAR Certificate.

Client Name: Splunk Inc. Client URL: https://www.splunk.com/

Client Organizational Description (200 words or less):

Splunk Inc. was founded in 2003 to pursue a disruptive new vision: make machine data accessible,
usable, and valuable to everyone. Splunk offers software solutions that enable organizations to search,
analyze, and visualize, machine-generated big data. Machine data is one of the fastest growing and most
valuable parts of big data— generated by every component of IT infrastructures, applications, mobile
devices, website clickstreams, social data, sensors and more.

Certificate Scope:

The scope of the STAR Certification is aligned to the scope of the information security management
system (ISMS) supporting the Splunk Cloud platform that governs the client data under the control or
ownership of Splunk Cloud and that resides in its in-scope sites, and in accordance with the statement
of applicability, version 8.1, dated February 27, 2023, and aligned with the control implementation
guidance and additional control sets from ISO/IEC 27017:2015 and ISO/IEC 27018:2019.

Verify CCM Version Used Number of Sites: Country(ies):
v301 @ v4.0 1 USA
Confirm CAIQ Submitted (CAIQ Submission to Registry by client is mandatory). Confirmed
Expiry Date: Certification Date: Certification Body: Certificate Number:
2/18/2027 2/19/2024 Schellman Compliance, 1648240-1

ISO/IEC 27001 Certificate Number
1648239-6
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