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STAR Certificate
Registry Entry Form

The information below is provided as a companion to the CSA STAR Certificate.

Client Name:

Client Organizational Description (200 words or less):

Certificate Scope:

Verify CCM Version Used 

Confirm CAIQ Submitted (CAIQ Submission to Registry by client is mandatory). Confirmed

Expiry Date:

ISO/IEC 27001 Certificate Number

Certification Body:Certification Date: Certificate Number:

Country(ies):Number of Sites:

Client URL:

v3.0.1 v4.0


	Text Field 22: https://cpl.thalesgroup.com/
	Text Field 23: Thales DIS CPL Canada, Inc.
	Text Field 26: January 17, 2027
	Text Field 30: 1541862-10
	Text Field 28: Schellman Compliance
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	Text Field 20: Thales is a global provider of data protection that designs and builds electrical systems for customers in the aerospace, defense, transportation, and security industries.  Thales’s data-centric approach focuses on the protection of high value information throughout its lifecycle, from the data center to the cloud.  More than 25,000 customers across commercial enterprises and government agencies use the electrical equipment provided by Thales and its many subsidiaries to protect and control access to sensitive data, manage risk, ensure compliance, and secure virtual and cloud environments.  Thales is based out of Paris, France, and was founded in December 2000.  As one of the top 10 largest defense contractors in the world, Thales has 80,000 employees and operates in over 30 countries worldwide.  
	Text Field 21: The scope of the STAR Certification is aligned to the scope of the information security management system (ISMS) supporting SafeNet Trust Access (STA), Data Protection on Demand (DPoD), and IdCloud operations and aligned with ISO/IEC 27018:2019 (Code of Practice for PII in public clouds acting as PII processors), and ISO/IEC 27017:2015 (Code of Practice for information security controls based on ISO/IEC 27002 for cloud services), in accordance with the Statement of Applicability, version 10.0, dated October 23, 2023.
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