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STAR Certificate
Registry Entry Form

The information below is provided as a companion to the CSA STAR Certificate.

Client Name:

Client Organizational Description (200 words or less):

Certificate Scope:

Verify CCM Version Used 

Confirm CAIQ Submitted (CAIQ Submission to Registry by client is mandatory). Confirmed

Expiry Date:

ISO/IEC 27001 Certificate Number

Certification Body:Certification Date: Certificate Number:

Country(ies):Number of Sites:

Client URL:
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	Text Field 20: Zscaler enables leading organizations to securely transform their networks and applications for a mobile and cloud-first world.  Zscaler provides the entire gateway security stack as a service, continuously applying policies and threat intelligence to protect organizations from malware and other advanced threats. By delivering security and access controls from a globally distributed cloud, Zscaler provides consistent protection to users no matter where they connect and scales easily to support changes in traffic flow as organizations move to increasingly cloud-centric infrastructures.  Zscaler services are built on a multi-tenant, distributed security architecture, protecting thousands of customers globally and enabling them them to embrace the agility, speed, and cost containment of the cloud—securely. 
	Text Field 21: The scope of the CSA STAR Certification is aligned to the scope of the ISO/IEC 27001:2013 Information Security Management System (ISMS) certification supporting the Zscaler global cloud in the EMEA (Europe, Middle East and Africa), NA (North America), LATAM (Latin America) and APAC (Asia-Pacific) regions for its Security as a Service platform, including operations employees, and in accordance with the statement of applicability, version 7.3, dated December 12, 2022, and aligned to meet the ISO 27701:2019 PIMS requirements, control implementation guidance, and additional control set as a processor for the processing of personally identifiable information.  The statement of applicability is additionally aligned to meet the control implementation guidance and additional control sets of ISO/IEC 27017:2015 and ISO/IEC 27018:2019.
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